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Fairlawn, VA. —BAI Information Security is pleased to announce the launch of new one-day 
RMF Supplemental classes. These classes are designed to complement BAI’s flagship four-day 
Risk Management Framework (RMF) training program. BAI’s goal is to continue to deliver 
relevant and effective RMF training solutions that will save time and money in implementation 
of the RMF life cycle.  
 
BAI offers these one-day RMF Supplemental classes on a monthly basis in an online, instructor-led 
format. The complete schedule of classes can be found at https://register.rmf.org. Additionally, 
organizations who contract with BAI to provide the four-day RMF training program “on site” can opt 
to add one of these supplemental classes as a fifth training day. 
 
See below for a brief synopsis of BAI’s RMF Supplemental course offerings: 
 
Continuous Monitoring Overview. The program seeks to equip learners with knowledge of the 
theory and policy background underlying continuous monitoring as well as the practical knowledge 
needed for effective implementation. The program focuses on Information Security Continuous 
Monitoring (ISCM), which is one of the cornerstones of RMF. 
 
eMASS eSSENTIALS™. The Enterprise Mission Assurance Support Service, or eMASS, is a web-
based Government off-the-shelf (GOTS) solution that automates a broad range of services for 
comprehensive, fully-integrated cyber security management, including controls scorecard 
measurement, dashboard reporting, and the generation of Risk Management Framework (RMF) 
package reports. The majority of DoD components have “standardized” on eMASS as the data 
repository for RMF Assessment and Authorization. eMASS eSSENTIALS provides “how to” 
guidance for the most commonly-used eMASS functions. 
 
RMF in the Cloud. RMF in the Cloud training is designed to answer foundational questions about 
RMF and cloud migration as well as offering BAI’s real world experience in cloud migration as a 
provider of RMF consulting services. RMF in the Cloud is a vendor neutral course utilizing our first-
hand consulting experience. Some RMF in the Cloud topics include Cloud Preparation, FedRAMP, 
Cloud Inheritance, Common Pitfalls, Cloud Tools, and eMASS and the Cloud.  
 
CAP Exam Preparation. Backed by (ISC)2, CAP credentialing aligns with the Risk Management 
Framework (RMF). The CAP recognizes knowledge, skills and abilities to authorize and maintain 
information systems within RMF. It demonstrates the ability to formalize processes to assess risk 
and establish security documentation. BAI’s four-day RMF training program covers the five domains 
of the CAP Common Body of Knowledge (CBK) – this one-day CAP Exam Prep class focuses on 
readiness for the credentialing exam itself, including testing guidance, practice questions, etc.  
 
About BAI 
 
BAI Information Security is a trusted provider of training and consulting services to the 
Department of Defense and other federal agencies, along with their supporting contractors and 
vendors. BAI's core training curriculum is based on the Risk Management Framework (RMF), 
initially developed by the National Institute of Standards and Technology (NIST) and now 
implemented throughout the Department of Defense, Federal departments/agencies, and the 
Intelligence Community. To date, BAI has trained thousands of students internationally on RMF 
and related processes, and has provided consulting services to numerous government 
agencies and Fortune 500 companies. Founded in 1974, BAI is headquartered in Fairlawn, 
Virginia. For more information, please visit: www.rmf.org, or contact Alice Steger, Director of 
Marketing, 1- 800-RMF-1903 X106. 
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