BAI Information Security Introduces "Personal Classroom" Training
Addresses RMF Transition Amidst DoD Budgetary Constraints.
Fairlawn, VA - (Feb. 13, 2013) - Today, many conversations among DoD agencies and contracting companies are occurring, relative to what is happening with current budgetary constraints and how it will affect needed training for the Risk Management Framework (RMF) targeted to go into effect mid-year. Although directive memos refer to numerous areas of curtailments including travel, administrative and civilian reductions, training for RMF and certifications (CISA, CISSP, CISM) have not been eliminated. Budgetary issues have caused agencies and contractors alike to rethink the best methods to implement their training strategies in order to be prepared when RMF goes into full effect, replacing DIACAP as the DoD standard methodology for certification and accreditation (C&A) and risk management of information technology systems.
BAI Information Security is a leading information security, training and consulting provider whose core training emphasis encompasses DIACAP, FISMA, RMF, and Continuous Monitoring. This training specialization affects a multitude of DoD and contractor staff within the information infrastructure environment. Today, BAI has announced its Personal Classroom Training Program which delivers greater affordability and flexibility in how and where students can attend a training class. The program allows students the ability to remotely participate in training being delivered at BAI facilities, and based on customer preference, remote online class participation can be delivered in an open or closed class setting.

"The need to reduce spending combined with the impending need for RMF training presents a real challenge for those in need of training. Due to this criticality, our online training continues to grow at a rapid pace and lowers training costs by as much as 50% or more." said Lon Berman, president of BAI Information Security. "Our Personal Classroom Training Program is unique in the industry and is geared toward a custom training solution best suited for our customers." Additional program components include: training assessment, development, course customization, volume discounts, fixed rate pricing, consulting and satisfaction guarantee to provide greater customer value."

"To stand out as leaders, Federal Government agencies and Contractors must actively keep up with what's happening with the RMF process and receive quality training to comply with the Government's pursuit in developing a stronger cybersecurity framework across all Federal agencies." said Rob Lee, Senior Consultant and Program Manager. "The RMF process fundamentally supports this endeavor. BAI has made it easy for customers to learn about what's happening with RMF through our new RMF website www.rmf.org and our LinkedIn Group: Risk Management Framework (RMF) Resource Center."
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